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To: MPI Chapter Board of Directors 
From: MPI Global – Chapter Business Department 
Date: July 9, 2018 
Re: Chapter Policy Manual Addendum 





MPI Chapter Data Policy

MPI values individual’s privacy and wants to ensure all stakeholder’s data remains secure. Therefore, Volunteers are expected to follow certain guidelines and rules when handling personally identifiable data (PII). PII is any information that could be used to identify, classify or contact an individual. State, Federal, and Country laws protect PII and, if handled incorrectly, MPI could experience large financial penalties. Therefore, each Volunteer is expected to be diligent to not share or expose PII to unauthorized parties. 
Volunteers should note when they are interacting with PII (i.e. names, contact information, job information, demographic information, and transaction data) and be cautious about use, security, and collection of this data. Volunteers are not allowed to collect or use PII on MPI’s behalf without explicit permission. 
When interacting and using MPI provided data, Volunteers agree to follow these guidelines: 
Data Use 
· Volunteers will only use data in authorized manners and gain explicit MPI approval before additional collection or use occurs; 
· Volunteers will not use MPI data for unauthorized personal or business functions; 
· Volunteers will not use MPI data for non-MPI advertisements, communications, or solicitations. 

Data Collection 
· When a chapter uses physical lists for data collection, the paper will clearly state the intended use and the user understand by placing their information on the list they are opting in; 
· European Union chapters will not use physical sign up lists to gain opt-in for email content (per GDPR laws); 
· European Union Volunteers will not send list containing PII to MPI. 

To protect individual’s PII, Volunteers will follow these guidelines: 
· Volunteers will not email highly sensitive data provided by MPI members (i.e. social security numbers, credit card numbers, etc.); 
· Volunteers will access member information directly from MPI’s Chapter Leader Resource page and not email member contact lists; 
· Volunteers will contact Member Services for any questions on proper data handling. 

At times, chapters separately hire outside parties to aid with administrative activities. MPI Volunteers will add all data privacy language in this agreement to the third-party contract to ensure correct data use by these individuals. Those contracted individuals are required to hold the same data privacy standard as volunteers. 
If MPI discovers a Volunteer has used, collected, or secured data in an unauthorized way, MPI holds the right to implement consequences up to termination of role and legal action.
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